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ΘΕΜΑ:ΠΡΟΣΑΡΜΟΓΗ ΣΤΟ ΓΕΝΙΚΟ ΚΑΝΟΝΙΣΜΟ ΕΕ/2016/679 ΓΙΑ ΤΗΝ ΠΡΟΣΤΑΣΙΑ ΤΩΝ ΠΡΟΣΩΠΙΚΩΝ

ΔΕΔΟΜΕΝΩΝ (GDPR)

Όπως γνωρίζετε, ο νέος Κανονισμός (EE) 2016/679 της 27ης Απριλίου 2016 «για την προστασία των

φυσικών προσώπων έναντι της επεξεργασίας των δεδομένων προσωπικού χαρακτήρα  για την ελεύθερη

κυκλοφορία των δεδομένων αυτών και την κατάργηση της Οδηγίας 95/46/ΕΚ (Γενικός Κανονισμός για την

Προστασία  Δεδομένων)»   (εφεξής  «Κανονισμός»)  θα  επηρεάσει  άμεσα  όλους  όσοι  επεξεργάζονται

προσωπικά δεδομένα. Ο Κανονισμός αποτελείται από 99 άρθρα, έχει άμεση ισχύ, είναι δεσμευτικός ως

προς όλα τα μέρη του και έχει  τεθεί σε εφαρμογή σε κάθε κράτος μέλος της Ε.Ε. από τις 25 Μαΐου 2018 .

Ο  Κανονισμός,  που  θα  αντικαταστήσει  την  Οδηγία  95/46/ΕΚ   (κατά  συνέπεια  και  τον  ελληνικό  νόμο

2472/1997),  αποσκοπεί  στη  διαμόρφωση  ενός  ομοιόμορφου  νομοθετικού  πλαισίου,  ικανού  να

εξασφαλίσει  ισοδύναμο  επίπεδο  προστασίας  των  δικαιωμάτων  και  των  ελευθεριών  των  φυσικών

προσώπων σε σχέση με την επεξεργασία των προσωπικών τους δεδομένων σε ολόκληρη την Ένωση.  

Κατά τη  μεταβατική περίοδο θα πρέπει όλες οι ιδιωτικές επιχειρήσεις, δημόσιοι οργανισμοί, φορείς

που επεξεργάζονται προσωπικά δεδομένα, να αξιολογήσουν τις αλλαγές που επιφέρει ο Κανονισμός σε

σχέση  ιδίως  με  τις  υποχρεώσεις  που  έχουν  ως  υπεύθυνοι  ή  εκτελούντες  την  επεξεργασία  και  να

σχεδιάσουν τη στρατηγική σταδιακής προσαρμογής τους στις νέες απαιτήσεις.  Οι αλλαγές αυτές είναι

πολλές  και  καλύπτουν  οριζόντια  όλους  τους  κλάδους  δραστηριότητας,  όπου  γίνεται  συλλογή  και

επεξεργασία προσωπικών δεδομένων.  Ενδεικτικά και μόνο  αναφέρεται ότι ο Κανονισμός διαλαμβάνει

νέες ρυθμίσεις για μια σειρά από ζητήματα, όπως η υποχρέωση εκπόνησης εκτίμησης αντικτύπου για

υψηλού  κινδύνου  επεξεργασία  (άρθρα  35  και  36)  και  ο  –κατά  περίπτωση-  υποχρεωτικός  ορισμός

υπευθύνου προστασίας δεδομένων (DPO) (άρθρα 37- 39), ενώ τροποποιεί και εξειδικεύει υφιστάμενες

ρυθμίσεις,  που αφορούν τον τρόπο και το είδος της ενημέρωσης που πρέπει  να λαμβάνει  ο πολίτης,

προκειμένου να μπορεί  να ασκήσει  υφιστάμενα  δικαιώματα (π.χ.  δικαίωμα πρόσβασης)  αλλά  και  νέα

δικαιώματα (π.χ. δικαίωμα φορητότητας) που προβλέπονται στον Κανονισμό. Τέλος αξίζει να αναφερθεί ότι



τροποποιείται  ουσιωδώς  το  διοικητικό  πρόστιμο  που  επαπειλείται  σε  περίπτωση  παραβίασης  των

διατάξεων  του  Κανονισμού,  το  οποίο  πλέον  μπορεί  να φτάσει  έως  €20.000.000.  Η  αλλαγή  αυτή  είναι

μεγάλη, ιδίως αν συγκριθεί με το ανώτατο πρόστιμο που μπορεί να επιβάλει σήμερα –και για λίγο καιρό

ακόμη- η ελληνική Αρχή με βάση τον ν. 2472/1997 και το οποίο είναι €150.000.

Ο  Φορέας  μας  έχει  ήδη  αναπτύξει  Σχήμα  Πιστοποίησης  για  τη  θέση  του  Υπευθύνου  Προστασίας

Δεδομένων,  όπου  εμπειρογνώμονας  είναι  ο  κύριος  Λαζαράκος  Γρηγόρης,  Πρώην  Αν.  Μέλος  της  Αρχής

Προστασίας  Δεδομένων  Προσωπικού  Χαρακτήρα  και  ο  κύριος  Μασσέλος  Κώστας,  Ειδικός  σε  θέματα

Ασφάλειας Δικτύων και Πληροφοριών, Καθηγητής του Πανεπιστημίου Πελοποννήσου. 

Λαμβάνοντας  υπόψη   τα  παραπάνω,   σας  προτείνουμε  τη  συνεργασία  με  την  εταιρεία  μας

προκειμένου να συμμορφωθούν τα μέλη του φορέα σας με τα οριζόμενα του κανονισμού. Τα στάδια που

θα ακολουθήσουμε για την κάθε επιχείρηση μεμονωμένα είναι τα ακόλουθα:

 Οργανωσιακή δέσμευση  μέσω της ενημέρωσης για τον κανονισμό

 Data Mapping : Χαρτογράφηση- καταγραφή των προσωπικών δεδομένων που επεξεργάζονται, του

σκοπού  επεξεργασίας  και  των  τμημάτων  που  εμπλέκονται  στην  επεξεργασία  των  προσωπικών

δεδομένων. Εντοπισμός των συμφωνιών και συμβολαίων με συνεργάτες,  πελάτες και λοιπά τρίτα

μέρη. 

 Gap  analysis:  Αξιολόγηση  και  εντοπισμός  κενών  σε  σχέση  με  τις  κανονιστικές  απαιτήσεις  των

υφιστάμενων διαδικασιών, υφιστάμενων εγγράφων καθώς και υφιστάμενων συστημάτων

 Privacy  policy:  Ανανέωση  πολιτικής  προστασίας  προσωπικών  δεδομένων  (  λήψη  μέτρων  για  την

προστασία  των  προσωπικών  δεδομένων,  λήψη  μέτρων  για  τον  περιορισμό  της  πρόσβασης  στα

προσωπικά δεδομένα)

 Documentation( Καταγραφή συνολικών διαδικασιών και εγγράφων, αξιολόγηση κινδύνων)

 Τεχνικά  μέτρα  ώστε  να  διασφαλίζονται  τα  δικαιώματα  και  οι  ελευθερίες  των  υποκειμένων  σε

συνδυασμό με την ανάλυση επικινδυνότητας



Οικονομική Προσφορά

Η προσφορά μας για τα μέλη σας καθορίζεται ως εξής: 

α/α Αριθμός Υπαλλήλων Τελικό κόστος (άνευ ΦΠΑ)
1 0 - 3 Εργαζόμενους 600 ευρώ
2 4-6 Εργαζόμενους 900 ευρώ
3 0-6 Εργαζόμενους και λειτουργία e-shop 1.500 ευρώ

Είμαστε στη διάθεσή σας για οποιαδήποτε διευκρίνιση.

       Με εκτίμηση

Στέργιος Τζουβανίδης

              Διευθυντής και Πρόεδρος ΔΣ


